Netpump Data — Azure Cloud Configuration Test
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Overview of this Demonstration of Netpump Data

Here, we outline the data transfer performance enhancing characteristics of Netpump Data with 3
tests with the following purposes:

1. The purpose of Test 1 is to demonstrate the amount of time required to transfer around 6GB
of data between two virtual servers using TCP/IP on the Azure Cloud without Netpump Data.

2. The purpose of Test 2 is to demonstrate the amount of time required to transfer the same
data between those servers using on the Azure Cloud with Netpump Data.

3. The purpose of Test 3 is to demonstrate that Netpump Data can transfer data between
remote servers from a third location (which cannot be done using ordinary TCP/IP).

Please note that once a full version of Netpump Data is installed, the GUI is not required and instead,
Netpump Data operates in the background with “drag and drop” simplicity.

Server Environment for the Demonstration of Netpump Data
The Netpump Data testing network is built on Azure and comprises five Public IP Virtual Windows
2016 Servers each with a linked Private IP Virtual Windows Server.

The Virtual Servers are located at the following Azure centres (Virtual Servers):

e Australia East (AU)

e South Africa North (SA)
e UAE North (UAE)

e UK South (UK)

e WestUS (US)

Page | 1



The screen capture below shows the configuration of all servers:

3 system - m] X
A4 > Control Panel » System and Security » System ~ O Search Control Panel P
File Edit View Tools Help
Control Panel Home . - . 0
View basic information about your computer
& Device Manager Windows edition
§ Remote settings Windows Server 2016 Datacenter
® Advanced system settings © 2016 Microsoft Corporation. All rights reserved. == Windows Server 2016
System
Processor: Intel(R) Xeon(R) CPU E5-2673 v4 @ 2.30GHz  2.29 GHz
Installed memory (RAM):  4.00 GB
System type: 64-bit Operating System, x64-based processor
Pen and Touch: Mo Pen or Touch Input is available for this Display
Computer name, domain, and workgroup settings
Computer name: w2016 & Change settings
Full computer name: w2016
Computer description:
Workgroup: WORKGROUP
Windows activation
‘Windows is activated Read the Microsoft Software License Terms
Product ID: 00376-40000-00000-AA47 ) Change praduct key
See also
Security and Maintenance

This is a minimal VM configuration as Netpump Data does not require large amounts of processing
power or memory.

The IP addresses of each of the Virtual Servers are:

e AU-20.92.87.232

e SA-102.37.115.115
e UAE -20.203.49.14

e UK-20.90.248.122

e US-40.118.212.73

The Virtual Servers and their corresponding Certificates are W2016
The Private IP address of the above Public IP VM’s is 10.0.0.4
The Private VM’s sitting behind each of the Virtual Servers are all allocated an IP address of 10.0.1.4

Access to the Virtual Servers is limited by IP address, with an allocated UID and Password provided
once a testing time has been provided.

Connecting to the Virtual Servers via Remote Desktop
To access the Virtual Servers you will need to use Remote Desktop which is available on you
Windows device.

If the Remote Desktop icon is not on your desktop, simply open the search function from your Task
bar and type Remote Desktop into the search field. Remote Desktop (App) or Remote Desktop
Connection (App) will appear in the search results. Click on the relevant search result.
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The following window will be displayed:

% Rernote Desktop Connection — >

| Remote Desktop
¢ Connection

Computer: | o

Username:  W2016%

Saved credentials will be used to connect to this computer.
You can edit or delete these credentials.

> Show Options Help

Enter the IP address of one of the Virtual Servers you wish to access in the box next to Computer:

The next screen will request the User ID and Password you have been provided.

Click on “Save Credentials”.

Click on “Connect”.

You may then see the following Window

]

;iﬁ The identity of the remote computer cannot be verified. Do
/  you want to connect anyway?

The remote computer could not be authenticated due to problems with its

| securty cerfficate. k may be unsafe to proceed.

Under Certificate name, you will see the remote computers name and its Certificate — W2016

Cerfficate name

__c.J Mame in the certificate from the remote computer:
w2016

Cerfficate emors

The following emors were encountered while validating the remote
computer's certfficate:

/1 The cerfficate is not fram a trusted cerifying autharity .

Do you want to connect despite these cerdificate emors?

[ ]Dont ask me again for connections to this computer

View certfficate... fes Mo

=
T T T T P ]

At this point you may simply click “Yes”to continue and/or click on the check box next to “Don’t ask
me...” and then click on “Yes”. Alternatively, you may click on “View certificate”, and the following
window will be displayed.
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af Certificate >

General Details  Certification Path

@ﬁ Certificate Information

This CA Root certificate is not trusted. To enable trust,
install this certificate in the Trusted Root Certification
Authorities store.

Issued to: W2016

Issued by: W2016

Valid from 23/11/2021 to 25/05/2022

Install Certificate...| | Issuer Statement

Ok

Click on “Install Certificate” and then “OK” and follow the steps to Connect.
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Desktop Environment

The Wallpaper of each Public IP VM Server shows the corresponding Virtual Server location. The
functions required to operate and test Netpump Data are all contained within the icons on the left of
the screen:

Netpump Data Public IP Servers
AU - 20.92.87.232

SA -102.37.115.115

UAE - 20.203.49.14

UK - 20.90.248.122

US - 40.118.212.73

The Remote Desktop icon has been preconfigured to open a Private IP Server associated with the
relevant Public IP Server. The screen captures below show the configuration of the Private IP Server:

B Remote Desktop Connection — >

| Remote Desktop
¢ Connection

Computer: | 10.0.1. e

Usermame:  W2016%\Pachyteadmin

Saved credentials will be used to connect to this computer.
fou can edit or delete these credentials.

¥ Show Options Help

Default settings, simply click on Connect to open
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Once you have connected to the Private IP Server from a given Virtual Server, open File Explorer and
click on “This PC” on the Private IP Server to show the window below.

| A = | DriveTools  This PC - o X
Computer View Manage 0
« v~ 4 E > ThisPC » v @ | Search This PC P

~
B Deskiop + Folders ()
‘ Downloads

ﬁ Documents - Desktop lﬁ Documents ' Downloads

&= Pictures

i Windows (C2) Js Music ' Pictures E Videos

~ O ThisPC
[ Deskiop ~ Devices and drives (3)

[/ Documents Windows (C:) Temporary Storage (0:) Metpump Data (E:)
| |

I=

‘ Downloads 112 GB free of 126 GB L] El: GEB free of 7.99 GB L] 53.4 GB free of 63.8 GB
J‘s Music
&= Pictures
B videos
v i Windows (C)
Packages
Perflogs
Program Files
Program Files {
Users
Windows
WindowsAzure

- TEmporary Stora
v

9items  1item selected £z =

On the Private IP Server, the C:\ drive contains the operating system etc.

On the Private IP Server, the E:\ drive contains the Shared Folder for Data transfers using Netpump
Data.

| 4 + | TestFiles - O x
Home Share View 0

« v 4 » ThisPC » Metpump Data (E:) > TestFiles » ~ O Search TestFiles -l

; Downloads Lo Name Date modified Type Size

5] Documents 1.9ME_3.2568 12/16/202112:36 .. File folder
[&=] Pictures SS0KE_994MB 12/16/2021 12:36 .. File folder
s Windows () Zipped_6.11GB 1/19/2022 3:18 AM File folder

&3 ThisPC

[ Desktop

E Decuments

; Downloads

D Music

&= Pictures

B videos

s Windows ()
Packages
Perflogs
Program Files
Program Files |
Users
Windows
WindowsAzure

== Temporary Stora

- Metpump Data (

v

Jitems  State: @& Shared =]

Double clicking on the E:\ drive will display the list of test files. These files are contained within a
shared directory E:\TestFiles.

The Private IP Server Remote Desktop should be closed once you have explored this structure.
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v | O Search This PC 2

~ 3 Quick access  Folders (6)

[ Desktop

Desktop "—é Documents ‘ Downloads
‘ Downloads - l—;|

ﬁ Documents

= Music | Pictures Videos
&= Pictures B

Netpum R .
pume ~ Devices and drives (2)
= TestFiles (\\10.0.1.4)

- Windows (C:) Temporary Storage (0:)
ul
> [ This PC [ _— . - S

Sy 99.5 GB free of 126 GB Sy 7.26 GE free of 7.99 GB

= Network ~ Network locations (1)
TestFiles (\W10.0.1.4) (M:)

N 31 6B frec of 2.0 6B

9 items

Returning to the Public IP Virtual Server, opening “File Explorer” will show the configuration above.

On all Public IP Virtual Servers, the shared drive on the relevant Private IP Servers are mapped as an
N:\ drive.

If the N:\ drive is not shown when you click on This PC, you may add it in the following manner:

1. Right click on this PC, if “Map network drive ...” does not appear in the menu, click on “Show
more options”. “Map network drive ...” will then be displayed.

2. Click on “Map network drive ...” and the following dialog box will appear:

X |
Ql, Map Metwark Drive
What network folder would you like to map?
Specify the drive letter for the connection and the folder that you want to connect to:
Drive: X e
Folder | | ~ Browse...
Example: \\server\share
B Beconnect at sign-in
[l Connect using different credentials l
Connect to a website that you can use to store your docurnents and pictures, |
|
Einish Cancel
. 4
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3. Change the Drive to N:\ using the down arrow next to Browse.

4. Inthe Folder box type \\10.0.1.4\TestFiles

5. Ensure that box next to Reconnect at sign-in is checked.

6. Once the above steps are complete, your screen should look like the following

ﬁ’? Map Metwaork Drive

What network folder would you like to map?

Specify the drive letter for the connection and the folder that you want to connect to:

Dirives M: ~

Folder: | W10.0.1.4\ TestFiles “|  Browse..

Example: \\server\share

B iReconnect at sign-in:

[l Connect using different credentials

{ Connect to a website that vou can use to store vour documents and pictures, |

! Cancel

7. Click on Finish, and the N:\ drive will now be in the correct location.

The Desktop of each Virtual Server will show:

e A shortcut file called “TestFiles (10.0.1.4)” which is mapped to the shared folder “E:\TestFiles”
on the Public IP Server

e One Folder named “TCP_Links” which contains shortcuts to each of the other Virtual Servers.
These links are all mapped to the folder “C:\TCP_Test_(Country Code)” and relevant IP
address. The use of these shortcuts are described at steps 3 and 4 of Test 1 below.

e A .pdf document named “The Netpump Data — User Guide and the Netpump Data —
Administration Guide”, which addresses more technical configurations like reverse proxy and

scripting etc.

e A .pdf document named “The Netpump Data — User Guide”, which addresses the installation
and simple functionality of Netpump Data.
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file://///10.0.1.4/TestFiles

o A .txtfile named “Command Line” which contains the command string required to initiate the
Netpump Data Service. The use of the command string is described at 2.4.2 in the Netpump
Data User Guide and can be seen below:

..... Command Line - Notepad - O *
File Edit Format Wiew Help

|"C:‘\Pr*ogr'am Filesh\dotnet\dotnet.exe" netPump.Service.dll --urls=http://*:5008/

e An appsettings.json file which is the configuration file for the operation of Netpump Data. A full
description of this file and its functionality is provided in detail at section 2.1 of the Netpump
Data Administration Guide and can be seen below:

appsettings - Notepad
File Edit Format View Help

k

"ServiceSettings”: {
"netPumpApiSecret™: "1234",
"ChunkRetrievalMaxParallelism": 8,
"WriteChunksBatchSize": 58,
"ChunkLengthBytes™: 108485760,
"DatabasePath": "logs/netpump.db”
"FilesSequentiallyErroredLimit™: 1@,
"DatabasePurgeSettings”: {
"RunIntervalUnit™: "Days",
"RunIntervalValue™: 1,
"SessionEndTimeUnit": "Days",
"SessionEndTimeValue": 1
T,
"TrustedCertificateThumbprints”: []
by
"Logging”: {
"IncludeScopes”: false,
"Loglevel™: {

¥
3
"Serilog”: {

"Using™: [
"Serilog.Extensions.logging.File",
"Serilog.Enrichers.Thread",
"Serilog.Enrichers.Environment™

1,

"MinimumLevel”: "Verbose",

"WriteTo™: [

"Name”: "RollingFile",
"Args”: {
"pathFormat": "logs/service-{Date}.log",

¢ A .batfile named “Netpump Service Start”, which runs a Batch file to initiate the Netpump
Data Service and can be seen below:

= G 2\cmd.exe - "Ci\Program Files\dotnet\dotnet.exe” netPump.Service.dll --urls= httpi//*:5000/ - [m] X
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e Ashortcut file called “Netpump Data”, which initiates the Netpump Data GUI. As mentioned in
the Overview above, the GUI is only used for demonstration purposes. Once a licened
version of Netpump Data is installed, it is designed to operate in the background as a service
only, and manages the TCP/IP protocol between devices with Netpump Data operating on
them. The GUI may be seen below:

== netPump™ Data (1.3.0) — m] x
File View
Authorisation: Default unse cure service port: Default secure service port: Secure transport: tP ™

o < nhewrump >
Delete ontransfer:

Origin Dedination

Servic Servic
Dire ctory: Dire ctory:

Session Status

Testing Network Configuration and Limits
All Virtual Servers require authorised IP address before access can be gained. Access is authorised
by Pacbyte on a server-by-server basis.

Once access has been enabled, the UID and Password you have been provided by Pacbyte will be
needed for each Remote Desktop connection made.

Port Forwarding between the Public IP address and the Private IP address (10.0.0.4) is enabled on all
servers for ports 0-1023 and 5,000- 5,050, with Port 3389 enabled for Remote Desktop.

Localhost is not enabled on any of the Virtual Servers and all data transfers are IP address based
only.

Versions of Netpump Data may be requested for installation at a localised level to transfer data to and
from the VM servers. Full information, setup and configuration instructions are supplied with a full
version of licensed software.

A minimal VM Server configuration has been used for this testing environment. The server
configuration detailed on page 2 shows that the servers only have 4GB RAM, which is the minimum
requirement to use Netpump Data. As these VM Servers are sitting on the Azure Cloud and have
Azure functionality built inti them, the demands on the VM servers are higher than Physical Servers.
As a consequence, you may occasionally see the following error message:
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1 Microsoft Windows *

| Close programs to prevent information
“ loss

Your computer is low on memory. Save your files and
close these programs:

MET Core Host

Close program Cancel

Windows will only close encugh programs to restore needed
memory.

If you do receive this message, simply click on “Cancel”, the Netpump Data transfers will continue.

Testing performance differences between the Virtual Servers using TCP/IP v

Netpump Data
The test files provided are:

o Afolder that contains 1,800 files with an average size of 1.9MB named 1.9MB_3.25GB
o A folder that contains 1,800 files with an average size of 550KB named 550KB_994MB
¢ Afolder that contains three (3) zipped files with a total size of 6.11GB named Zipped_6.11GB

These files are located in a shared Directory E:\TestFiles on the 10.0.1.4 VM’s.
These shared folders have been mapped to the Public IP servers as an N:\ drive.

A further copy of these files may be found on the Public IP servers in a Shared directory
C:ATCP_Test_(Country Code) e.g. TCP_Test_US. These folders have been mapped to each of the
other Public IP servers and may be accessed through the TCP_Links folder on the Desktop.

A further folder on the Public IP servers is C:\TCP_Test_Local. This folder has simply been created
as a repository for any files copies using the TCP links.

The tests described below allow a comparison of standard TCP data transfers and the performance
increase of Netpump Data.

Select two Public IP servers to run comparative tests between, we will call these Servers A and B.

Test 1: Ordinary TCP/IP transfer on the Azure cloud without
Netpump Data

1. Using Remote Desktop on your Windows 8.1 or later device, open a Virtual Server, which we
will call Server A in the context of Tests 1 and 2.

2. Open an instance of File Explorer on Server A and go to C:\TCP_Test_Local.

3. Double click on the TCP_Links Folder.
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4. Double click on a link to one of the other Virtual Servers, which we will call Server B in the
context of Tests 1 and 2 and wait for the file list to be populated.

5. Open the stopwatch function on your phone, or other timing device so that you are ready to
accurately record the transfer time for a given file from Server B to Server A.

6. Select the folder(s) you would like to transfer from the list on Server B.

7. Right click on these folders and select “Copy”.

8. Move the mouse to the folder TCP_Test Local on Server A.

9. Right click and at the same time you select “Paste” start the timing device.

10. You should see a screen like the one below:

]

fore  Share Ve Netpump Data Public IP Serv
oL Network > 208247232 )ICP}Est v O SemchTCP Tes AU - 20.92.87.232
Name Date modified Type Size
3 Quick access SA = 102.3741154115
B Dk 19MB_3.25GB 111772 A File folder . _
e 550KB_394MB 111772 File folder UAE = 20-203-49-14
& Downloags Tipped 6.116B 111972 File folder UK - 20.90.248.122
(2 Documents | 4+ g% complete - X T
=) Pictres US-40.118.212.73
Netpump Copying 3,602 items from TCP_Test to Temp
0% complete nox
I3 ThispC " 0
[ Network - Windows (C) 5 Temp 5 v U] SearchTemp p
ne Date modified Type Size
Name: testfile.1017 1.9MB_3.25GB 1717/202211:38 AM  File folder
Time remaining: About 50 minutes
Items remaining: 3,580 (419 GB)
Feuwer details
Netpump
[ This pC
[ Desktep
=| Documents L
& Downloads
Jitems 2 items selected & e E

&/ Pictures
_ B videos

11. Once the transfer is complete, stop your timing device and record the time it took to copy the
files from Server B to Server A.

Test 2: Transfer on the Azure cloud using Netpump Data

Here, we will repeat the same data transfer from Server B to Server A using the Netpump Data
demonstration GUI.

For ease of this demonstration, Netpump Data is configured with default settings. These setting are:

e Authorisation code: 1234

e Default unsecure port is set to Port 5,000

e For this demonstration the secure port is enabled, but not operational.
e The number of threads used is 8.

e Data segmentation is set at 10MB.
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Instructions

1. Disconnect from Server A and open Server B using Remote Desktop.

2. Open File Explorer on Server B and click on This PC, you will see the following

m m o _
= This PC m] X
Computer  Vie
E
< T

- & ThisPC » ~|® | Search This PC P

v * Ql—li(k access e FOIderS (6)

[ Desktop » Desktop 4 Documents Downleads

‘ Downloads » - = ;

< Documents b

&= Pictures b b Music =i ﬁ Videos
MNetpump

~ Devices and drives (2)
= TestFiles (1110.0.1.4)

Windows () Temporary Storage (D:)
iR .
» & ThisPC = - = — =
- L] 99.5 GB free of 126 GB oy 7.26 GB free of 7.99 GB
Q MNetwork

~ Network locations (1)

TestFiles (\\10.0.1.4) (M)

||
™ 531 68 free of 634 GB

9 items

3. Double click on the N:\Drive and you should see the three test folders as pictured below:

[ + | TestFiles - O x
Home Share View

« v 4 » ThisPC » Metpump Data (E) > TestFiles »

v O Search TestFiles yel

& Downloads  # ~ Name Date modified

= Documents

L ER

1.9MB_3.23G8 12/16/2021 12:36 ...
Pictures * 550KB_994MB 12/16/202112:36...  File folder
‘im Windows (C) Zipped_6.11GB 1/19/2022 3:18 AM

File folder

File folder
O ThisPC
[ Desktop
£ Documents
4 Downloads
B Music
&= Pictures
B videos
‘im Windows (C:)
Packages
Perflogs
Program Files
Program Files |
Users
Windows
WindowsAzure
- TEmporary Stora

- Metpump Data (
v

Jitems  State: @& Shared

4. Close the File Explorer windows.

5. Double Click on the Netpump Service Start icon, and you should see the following:
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BN C:\Windows'\system32\cmd.exe

" netPump.Service.dll --urls=ht

o shut down.

Once this is done, close the Remote Desktop access to Server B. Do not close the above
window when you close the Remote Desktop access to Server B.

7. Using Remote Desktop, open Server A.

8. Open File Explorer on Server A and click on This PC, you will see the following
- = | ThisPC : } X%‘
‘ (-lter V@\ |
« v 4 B> ThispC » P P
v 3 Quick access - Folders (6)
EDESHUP m Desktop 22| Documents @ Downloads
Downloads

== Documents

Music Pictures Videos
&= Pictures =

Metpum, .

pume Devices and drives (2)
== TestFiles (1110.0.1.4)
- Windows ()

Temporary Storage (D:)
3 ThisPC
= My 99.5 GB free of 126 GB My 7.26 GB free of 7.99 GB
=¥ Network -~ Netwoark lacations (1)
TestFiles (4 10.0.1.4) (M:)
W™ 53408 frec of 638 6B
9 items

9. Double click on the N:\Drive and you should see the three test folders as pictured below:
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| [ < | TestFiles
Home Share

< A
4 Downloads
= Documents

&= Pictures

» ThisPC » Netpump Data (E) »

~

View

Nar

ne

1.8MB_3.25GB
530KB_994MB

~

TestFiles »

Date modified

Type

File folder
File folder

File folder

e Windows () Zipped_6.11GB

&3 ThisPC

[ Desktop

== Documents

3 Downloads

b Music

&= Pictures

B videos

s Windows (C:)
Packages
Perflogs
Program Files
Program Files {
Users
Windows
WindowsAzure

- TEmporary Stora

- Metpump Data (

v

Jitems  State: @& Shared b= =

10. Delete the three folders and empty trash.
11. Close the File Explorer windows.

12. Double Click on the Netpump Service Start icon, and you should see the following:

BN C\Windows\system32\cmd.exe — O >

tpump

o shut down.

13. Once this is open, double click on the Netpump Data icon, the following window will open:
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== netPump™ Data (1.3.0) - a X
File  View

Authorisation: Default unsecure service port: Default secure service port: Secure transport:

s < netPump >

Delete on transfer:

Origin Destination

Service: Service

Directory: Directory:

Session Status

14. In the Authorisation box enter 1234.

15. In the Service box under Origin, enter the IP Address for Server B and in the Directory box
below this enter N:\.

16. In the Service box under Destination, enter the IP Address for Server A, in the Directory box
underneath this enter N:\

17. Do not use Localhost for either of the Service addresses, always use the IP addresses.
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== netPump™ Data (1.3.0) — m} X

File View

Authorisation: Default unsecure service port: Default secure service port: Secure transport: tP

|---- 5000 443 L] < ne ump >
Delete on transfer:

)

QOrigin Dedination
Service: 202034514 Service: 2092.87.232

Directory: N Dire ctory: R

Y

Add Selected Remove Selected Start Transfer

Session Status

18. Click on the List button and the Folders within the Shared folder will be listed:

== netPump™ Data (1.3.0) — m} x
File  View

Authorisation: Default unsecure service port: Default secure service port: Secure transport: tP

aees 5000 443 l:J < ne ump >
Delete on transfer:

U

Origin Destination
Service: 20.92.87.232 Service: 40.118.212.73

Directory: NG Directory: MY,

T

N-\19MB_3 25GB

N:\SS0KB_994MB
N:\Zipped_6.11GB
|7 N\AU Bt

Session Status
Session ID: 58552a37-e4cf-4234-92ck-298c7a0915c86 (I Completed (63 Bytes)
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19. Click on the first folder, then click on Add Selected

== netPump™ Data (1.3.0)

File  View
Authorisation:

Delete on transfer:

Service:

Directory:

N:\550KB_994MB
N:\Zipped_6.11GB
N:\AU Ext

session ID: 58552a37-e4cf-4234-92cb-298c755f5CB6

Default unsecure service port: Default secure service port: Secure transport:

5000 443

Origin
Service:
Directory:

N:\1.9MB_3.25GB

Session Status

Completed (63 Bytes)

- a X

< netPump >

Desfination

40.118.212.73
MY,

0 Bytes selected

Start Transfer

20. Click on each additional folder, one at a time, and click on Add Selected. Repeat until all
folders have been added. Multiple individual files may be added by holding down the Shift
key, clicking on the first file, then clicking on the last file, then clicking on Add Selected.
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== netPump™ Data (1.3.0) — O x

File  View

Authorisation: Default unsecure service port: Default secure service port: Secure transport: tP T
oo < hetrump >

Delete ontransfer:

Origin Desfination
Service: 2092.87.232 Service: 40.118.312.73
Dire ctory: MYy Directony: MY,

. N-\19MB_3 25GB
N:\Zipped_6.11GB N:\550KB_994MB

N-VAU Bt
Start Transfer
Session Status
Seszion ID: 58552a37-edcf4234-93ch-298c7 20f5c86 Completed (63 Bytes)

21. Once all folders have been selected, with your timing device set to zero, start your timing
device at the same time you click on Start Transfer.

22. A transfer status bar will appear, with a green line showing progress as well as a percentage
of the transfer completed.
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File View

Authorisation:

Delete on transfer:

Service:

Directory:

N:\1.9MB_3.25GB
N:\S50KB_94MB
ed 6.11GB

N:\AU Ext

== netPump™ Data (1.3.0)

Default unsecure service port:

5000
Origin
2092.87.232
N
4-b8d2-dfo60158ef10

Session ID: 58552a37-e4cf-4234-92cb-298c7a0f5c86

Default secure service port:

443

Service

Dire ctory:

Session Status

Secure transport:

Dre st nation

40.118.212.73

R

4.23 GB transferred

Completed (63 Bytes)

(] X

< netPump >

0 Bytes selected

11 Pause

23. Once the transfer is complete, the test at the right of the green status line will show Complete.

24. Stop your timing device and close Netpump Data.

25. Open File Manager and verify that the files have been copied to N:\ or Remote Desktop from
Server A to 10.0.1.4 and go to E:\TestFiles.

26. Close Remote Desktop.

The time of transfer between Server A and Server B using Netpump will be considerably less than the

TCP transfer.

Tests with your own data on your own networks may be arranged on request.

Test 3 — Transferring data between remote servers from a third

location.

Repeat the steps 1 to 12 then skip to step 26 from Test 2. This means that Server A and Server B

both have the Netpump Service running.

A third server Server C will be introduced.

1. using Remote Desktop Open another Virtual Server that we will call Server C.

2. Double Click on the Netpump Service Start icon, and you should see the following:

Page | 20




Bl C:\Windows\system32\cmd.exe — O *

" netPump.Service.dll --urls=ht

o shut down.

3. Once this is open, double click on the Netpump Data icon, the following window will open:

== netPump™ Data (1.3.0) - O x

Origin Destination

Session Status

4. In the Authorisation box enter “1234”.

5. Inthe Service box under Origin, enter the IP Address for Server B, in the Directory box
underneath this enter N:\

6. Inthe Service box under Destination, enter the IP Address for Server A, in the Directory box
underneath this enter N:\
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== netPump™ Data (1.3.0)

- [m] X

File  View
Authorisation: Default unsecure service port: Default secure service port: Secure transport: tP
[ e o O < hewrump >
Delete on transfer:
Origin Dedination
Service: 202034514 Service: 2092.87.232
Directory: MY, Dire ctory: MY,

0 Bytes selected

Add Selected

Remove Selected Start Transfer

Session Status

7. Click on the List button and the Folders within the Shared folder will be listed:

== netPump™ Data (1.3.0)
File  View
Authorisation: Default unsecure service port:

5000

Delete on transfer:

U

Default secure service port:

443

Secure transport:

UJ

— [m] ped

< netPump >

Origin

Service: 20.92.87.232

Directory: Ny

Service:

Directory:

Desfination
40.118.212.73
MY,

0 Bytes selected

| N:\19MB_3.25GB

| N:\550KB_004MB

| N:\Zipped_6.11GB
|7 N\AU Bt

Add Selected

Remove Selected Start Transfer

Session Status

Session ID: 58552a37-e4cf-4234-92ch-298c7=0f5ces (I completed (63 Bytes)

8. Click on the first folder, then click on Add Selected
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== netPump™ Data (1.3.0) - O X
File View
Authorisation: Default unsecure service port: Default secure service port: Secure transport: tP o
voes 5000 483 L < ne u m p >
Delete on transfer:
Origin Desdtination
Service: 2092.87.232 Service: 40.118.212.73
Directory: Ny Directory: MY,
- N:\1.9MB_3.25GB
N:\S50KB_994MB
N:\Zipped_6.11GB
N-\AU txt
4 Loading Remove Selected Start Transfer
Session Status
Session 1D 58552a37-e4cf-4234-92cb-298c72%5c86 (e completed (B3 Bytes)

9. Click on each additional folder, one at a time, and click on Add Selected. Repeat until all
folders have been added. Multiple individual files may be added by holding down the Shift
key, clicking on the first file, then clicking on the last file, then clicking on Add Selected.

== netPump™ Data (1.3.0)

N:\Zipped_6.11GB
N:\AU txt

- [m} X
File  View
Authorisation: Default unsecure service port: Default secure service port: Secure transport: tP e
aees 5000 483 ] < ne u m p >
Delete ontransfer:
Origin Destination
Service: 2082.87.232 Service: 40118.212.73
Dire ctory: Y Directory: [URY

4.23 GB selected

N:\19MB_3.25GB
N:\550kB_994MB

Remove Selected Start Transfer

Session Status

Session ID: 58552a37-e4cf-4234-92cb-298c7a075c86 (I Completed (63 Bytes)
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10. Once all folders have been selected, with your timing device set to zero, start your timing
device at the same time you click on Start Transfer.

11. A transfer status bar will appear, with a green line showing progress as well as a percentage
of the transfer completed.

== netPump™ Data (1.3.0) — O *

File View

Authorisation: Default unsecure service port: Default secure service port: Secure transport:

<netPump >

Delete on transfer:

Origin Dedination

Service: 2092 87232 Service 4011821273

Directory: N Dire ctory: R

N:\1.9MB_3.25GB
N:\550KB_994MB
N:\Zipped_6.11GB

N:\AU Ext
Session Status
Session ID: 76797 ecf-2782-4a74-b8d2-df960158ef10 2.35% of 4.23 GB transferred Il Pause
Session ID: 58552a37-e4cf-4234-92cb-298c7a9f5c86 Completed (63 Bytes)

12. Once the transfer is complete, the test at the right of the green status line will show Complete.

13. Close Remote Desktop.

The selected data has been transferred from Server B to Server A, but using Netpump Data on
Server C.
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The screen shots below show three servers open AU, US and UK. Data is being transferred from Au
to US but controlled from the UK server.

emote Desktop Connection

5= netPump™ Dita (130 - o x

< netPump > -

== aetPurp™ Data (1.3.0) - o x

< netPump > 1.
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< netpump > ic IP Servers

More information on the configured test environment

The Netpump Data testing environment has been configured to the simplest level possible, with the
use of a GUI and manual control of the background software (service). This configuration
demonstrates the power of Netpump Data in an highly visible manner, as well as allowing for the
viewing of traditional TCP/IP data transfers.

Secure data transfer has not been configured on these servers, nor have any services been loaded in
the background.

Netpump Data has full functionality to support secure data transfers, may be configured to operate in
the background of any servers or remote client devices (that meet the minimum requirements), in the
same way that data is currently moved around a network.

The Netpump Data Administration Guide, which is located on the desktop of all the Public IP Servers,
contains full instructions and the location of sample scripting to enable easy implementation.
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